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Tiers

Hardware Architecture (Trillion $ )

Software Architecture (Multi-Billion $)

Data Architecture (Billion $)

Front-End / Visualization (Million $)



 Big Data
 Artificial Intelligence
 Requirements 
 Supercomputing
 Pakistan Status 
 Expertise and Support



Data Forecast 





 Big Data
 Artificial Intelligence
 Requirements 
 IoT



Industrial Revolution



Intelligent Algorithms
 Senors Inputs  (x) =    Algorithm  =  Decisions Outputs (y)

 Inputs  (x)        =    Program   =   Outputs (y)

 (Labeled) Outputs (y) =  F (x) (computation) =>  Program 

 F (x) = Training Models 
 Accuracy
 Performance



ChatGPT

$29 billion

45 Tbyte Training Data

175 billion parameters

Training Cost $12 million



 Big Data
 Artificial Intelligence
 Requirements 
 IoT



Total amount of calculations, in Petaflop per day, that have been used to train neural 
networks that have their own name and are referents in the Deep Learning community



Performance metrics
The term performance for AI has a double interpretation. 

 Speedup.
 Accuracy.
 Scalability
–Data parallelism
–Model parallelism



 Big Data
 Artificial Intelligence
 Requirements 
 IoT



StorageSensors
Cloud

BigData
Analytic

Classification
Decisions
Controls





Definition

“The Internet of things describes physical 
objects with sensors, processing ability, 
software and other technologies that 
connect and exchange data with other 
devices and systems over the Internet or 
other communications networks. “ Wikipedia



Things



ITU Definition

A device is a piece of equipment with the mandatory 
capabilities of communication and optional 
capabilities of sensing, actuation, data capture, 
data storage and data processing. 

The devices collect various kinds of information and 
provide it to the information and communication 
networks for further processing.

Some devices also execute operations based on 
information received from the information and 
communication networks.



Interconnectivity: With regard to the IoT, anything can be interconnected 
with the global information and communication infrastructure.

Heterogeneity: The devices in the IoT are heterogeneous as based on 
different hardware platforms and networks. They can interact with other 
devices or service platforms through different networks.

Dynamic changes: The state of devices change dynamically, e.g., sleeping 
and waking up, connected and/or disconnected as well as the context of 
devices including location and speed. Moreover, the number of devices can 
change dynamically.

Enormous scale: The number of devices that need to be managed and that 
communicate with each other will be at least an order of magnitude larger 
than the devices connected to the current Internet. The ratio of 
communication triggered by devices as compared to communication 
triggered by humans will noticeably shift towards device-triggered 
communication.



Microsoft CEO (2007) laughed at the price 
tag and the fact that the iphone didnt 
have a keyboard and so had no appeal 
for business users.















History of IoT

 The first telemetry system was rolled out in Chicago way 
back in 1912. It is said to have used telephone lines to 
monitor data from power plants.

 Telemetry expanded to weather monitoring in the 1930s, 
when a device known as a radiosonde became widely 
used to monitor weather conditions from balloons.

 In 1957 the Soviet Union launched Sputnik, and with it

the Space Race. This has been the entry of aerospace

telemetry that created the basis of our global satellite 
communications today.





Why now

• Ubiquitous Connectivity

• Widespread Adoption of IP

• Computing Economics

• Miniaturization

• Advances in Data Analytics

• Rise of Cloud Computing





Network Connectivity

• Range - are you deploying to a single office floor or 
an entire city?

• Data Rate - how much bandwidth do you require? 
How often does your data change?

• Power - is your sensor running on mains or battery?

• Frequency - have you considered channel blocking 
and signal interference?

• Security - will your sensors be supporting mission 
critical applications?







IPV6

Smart Objects will add tens of billions of additional 
devices

There is no scope for IPv4 to support Smart Object 
Networks

IPv6 is the only viable way forward

Solution to address exhaustion

Stateless Auto-configuration thanks to Neighbor

Discovery Protocol

Each embedded node can be individually 
addressed/accessed





What we will learn

Sensors

Data Acquisition System

Processing System

Communication System

Data Storage System

Data Analytic 

Application 
Development 
Environment

Operating System 
and Libraries
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